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The Internet has changed the way
organizations do business by offering
rapid communication and enhanced
information access and distribution.
Further, the Internet enables organi-
zations to decrease expenses, reduce
product cycle times, and market
goods and services more efficiently
(Anandarajan et al., 2000). However,
along with these benefits, the Inter-
net provides employees with a high-
tech method of shirking their duties.
Although employees have long found
ways of shirking such as personal
phone calls or trips to the water
cooler, cyberloafing enables employ-
ees to avoid work duties using mod-
ern technology. Cyberloafing refers
to employees’ use of their employers’
Internet access and email during
work hours for non-work-related pur-

poses (Lim, 2002). This can include
emailing jokes, surfing non-work-re-
lated Internet sites, online shopping,
instant messaging, posting to news-
groups, and downloading music.

Previous research investigating cy-
berloafing is primarily descriptive (an
exception is Lim, 2002). These stud-
ies have examined the frequency that
employees engage in cyberloafing
and the type of Internet site visited
(Lim et al., 2002; Lim and Teo, 2005),
as well as employer responses to cy-
berloafing such as Internet usage pol-
icies, monitoring software and filters,
and discipline (e.g., Young and Case,
2004). Although description is a nec-
essary first step when investigating a
new construct, we believe it is time to
move forward by investigating theo-
retical explanations for why employ-
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ees cyberloaf. Thus, the current study
proposes that employees cyberloaf to
cope with certain types of workplace
stressors like role ambiguity and role
conflict, but not others like role over-
load. Further, cyberloafing will be
more likely to be used as a coping
method when employees perceive
there are few, if any, sanctions for do-
ing so.

It is important to empirically study
cyberloafing because of its prevalence
and detrimental consequences. First,
cyberloafing is convenient for U.S.
employees as nearly 40% have Inter-
net access at work (eMarketer, 2003).
A survey by Vault.com (2000) indi-
cates that almost 88% of respondents
surf non-work-related websites during
working hours, with 66% surfing an-
ywhere between ten minutes and one
hour in an average workday. Like-
wise, 82% of employees send non-
work-related emails during work
hours and nearly 87% receive them.
Indeed, a recent survey found cyber-
loafing was the most common distrac-
tion at work (Malachowski, 2005).

Although cyberloafing can have
positive effects (e.g., increased crea-
tivity; Block, 2001), it has the poten-
tial to be quite costly for employers
who allow this behavior to continue
unchecked. Like other methods of
shirking, cyberloafing may reduce
productivity by as much as 30 to 40
percent and can cost companies $54
billion annually (Conlin, 2000). How-
ever, unlike other types of shirking,
employees can flood computing re-
sources with their personal use, which
leads to clogged bandwidth and de-
graded system performance (Sipior
and Ward, 2002). Cyberloafing also
exposes companies to legal liability in
the form of harassment (e.g., employ-
ees emailing sexist or racist jokes to
co-workers), copyright infringement

(e.g., employees using clipart found
on the Internet without permission),
defamation (e.g., disgruntled workers
posting lies about a manager in a chat
room), and negligent hiring (e.g., an
employee with a history of violence
cyberstalking a customer). In sum-
mary, we believe it is important to re-
search the antecedents of cyberloaf-
ing in order to predict its occurrence
and, thus, reduce the negative out-
comes often associated with it. Below
we discuss our model of cyberloafing
as well as the theoretical and empiri-
cal support for it.

Stressors and Cyberloafing

Stress is a normal psychophysical
response to demanding or taxing
events in the environment (Selye,
1974). Some amount of stress is
needed for normal functioning; how-
ever, if high levels of stress are expe-
rienced repeatedly, negative conse-
quences to well-being may result
(e.g., increased blood pressure, job
dissatisfaction, depression). The en-
vironmental demands are often re-
ferred to as stressors while the result-
ing consequences are referred to as
strains. However, the presence of
stressors does not guarantee the oc-
currence of strains. Many theories
emphasize the importance of coping
as an intervening variable in the re-
lationship between stressors and
strains (Hart et al., 1993; Lazarus and
Folkman, 1984). Strains that can po-
tentially result from demanding stres-
sors may be avoided with effective
coping strategies. Thus, strain occurs
only when individuals are unable to
effectively cope with stressors in their
environment.

We believe employees use cyber-
loafing to cope with stressors they ex-
perience at work. However, we are
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not examining the effectiveness of cy-
berloafing as a coping device in the
current study. As Folkman and Laza-
rus (1980) emphasize, it is critical to
first show that stressors induce the
need to cope before investigating the
relationship between coping meth-
ods and strains. This study represents
a first step in demonstrating the re-
lationship between stressors, coping,
and strains by exploring if work stres-
sors trigger the need to cyberloaf. Be-
low we discuss role theory as it relates
to three common work stressors, cy-
berloafing as an emotion-focused
coping method, and perceived organ-
izational sanctions as a moderator be-
tween work stressors and cyberloaf-
ing.

According to role theory (Kahn et
al., 1964; Katz and Kahn, 1966, 1978),
organizations can be viewed as a sys-
tem of roles that relies on the appro-
priate assignment of job tasks to roles
and employees’ motivation to fulfill
their assigned role. Employees are so-
cialized into their designated role,
given feedback on their success in
carrying out their role, encouraged to
make any necessary corrective adjust-
ments to their performance, and
sanctioned for failing to perform ac-
cording to role expectations. Ideally,
each role consists of a single recur-
rent activity. However, roles are often
complicated by requiring employees
to balance multiple, conflicting, or
unclear roles (Katz and Kahn, 1978).
These complications, or role stres-
sors, induce tension, negatively affect
work-related attitudes (Schaubroeck
et al., 1993), and hurt organizational
effectiveness.

Kahn et al. (1964) outlined the
types of role stressors that can inter-
fere with employees’ successful im-
plementation of their roles. First, role
ambiguity is defined as uncertainty

regarding job duties and expecta-
tions, lack of guidelines for appropri-
ate work behaviors, and unpredicta-
bility of behavioral outcomes (Rizzo
et al., 1970). Next, role conflict refers
to incompatible demands in the
workplace and can include conflicts
between work demands and one’s
personal values, different supervisors’
or workgroups’ requests, and organi-
zational policies and work duties
(Rizzo et al., 1970). Finally, role over-
load is the extent that employees are
required to do more work than can
reasonably be expected in a given
time period (Caplan, 1971).

Role ambiguity and role conflict
have been extensively researched
over the past forty years and identi-
fied as prevalent stressors across a va-
riety of organizations as well as occu-
pations. Meta-analytic evidence
indicates that these stressors are det-
rimental to employee well-being, sat-
isfaction at work, and job perform-
ance (Fisher and Gitelson, 1983;
Jackson and Schuler, 1985; Tubre
and Collins, 2000). Likewise, role
overload has been linked to negative
outcomes such as occupational inju-
ries (Barling et al., 2002), turnover
(Isaksson and Johannson, 2003), and
other forms of strain including job
tension, job dissatisfaction and anxi-
ety (Perrewé et al., 2005). Thus, role
theory and previous research indicate
that these stressors should elicit the
need for employees to activate coping
mechanisms in order to avoid poten-
tial strains.

Coping refers to cognitive and be-
havioral attempts to manage stressors
that are appraised as threatening to
individual well-being (Lazarus and
Folkman, 1984). There are two cate-
gories of coping methods: problem-
focused and emotion-focused. Prob-
lem-focused methods target altering
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or managing stressors perceived as
demanding and include things like
gathering information, generating
solutions, forming a plan of action,
drawing on past experience, or in-
creasing effort. Conversely, emotion-
focused coping attempts to deal with
or reduce distressful emotions asso-
ciated with demanding stressors (e.g.,
ignoring problems, hoping for a mir-
acle, praying, sleeping, distancing
oneself from the stressors). Cyber-
loafing can be characterized as an
emotion-focused coping method
and, specifically, an escape-avoidance
coping strategy. Escape-avoidance
methods emphasize avoiding or es-
caping from stressors through behav-
ioral techniques such as sleeping, eat-
ing, drinking, smoking, or using
controlled substances (Folkman et al.,
1986). Cyberloafing is another behav-
ior that enables employees to tem-
porarily escape from work stressors
and, thus, reduce distressful emo-
tions associated with them.

However, we believe that cyberloaf-
ing will not be used to cope with all
types of stressors. Specifically, it
should be a coping mechanism for
role ambiguity and role conflict, but
not role overload. Both role ambigu-
ity and conflict generate uncertainty
as to what is expected from employ-
ees (Rizzo et al., 1970). With the for-
mer, there is a lack of guidelines as to
what constitutes appropriate behav-
ior at work, thus opening the door for
cyberloafing as a type of coping
mechanism. Likewise, role conflict
creates uncertainty through the many
conflicting demands and expecta-
tions imposed on employees, which
can signal that there are exceptions
to the rules. This again facilitates the
use of cyberloafing in response to
these work stressors as employees may
not see it as explicitly forbidden given

the uncertainty resulting from these
stressors. Previous research provides
some support for employee use of cy-
berloafing to manage role ambiguity
and role conflict. For example, a sur-
vey by Lim et al. (2002) found that
37% of participants believed that it is
appropriate to cyberloaf if they are
subjected to conflicting demands at
work (high role conflict). Further,
the majority of respondents (52%)
admitted they would feel guilty for cy-
berloafing if their job duties were
clearly defined (low role ambiguity).

Conversely, we expect that employ-
ees experiencing role overload will be
less likely to cyberloaf because they
simply do not have the time. Support
for this assertion can be derived from
a study by Strongman and Burt
(2000) on break-taking. These au-
thors found that the most common
reasons for not taking a break or con-
tinuing with a task were lack of time,
workload, and deadlines. Those who
perceive role overload or not enough
time to complete required tasks
should be less likely to take the time
to cyberloaf. Thus, we offer the fol-
lowing hypotheses.

Hypothesis 1: Role ambiguity will be positively
related to cyberloafing.

Hypothesis 2: Role conflict will be positively re-
lated to cyberloafing.

Hypothesis 3: Role overload will be negatively re-
lated to cyberloafing.

Perceived Organizational Sanctions

Although we believe that role am-
biguity and role conflict will stimulate
the need to cope in employees, cy-
berloafing will be less likely to be used
as a coping method if employees per-
ceive that organizational sanctions
are in place regarding cyberloafing.
Social learning theory argues that in-
dividuals learn over time which be-
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havioral responses they should en-
gage by observing the behavior and
resulting consequences of others in
the workplace (Bandura, 1977). Be-
haviors that are observed as resulting
in favorable or pleasant outcomes are
likely to be repeated while behaviors
believed to lead to unfavorable out-
comes are not likely to recur. Thus,
cyberloafing will be less likely to be
evaluated as an appropriate mecha-
nism to manage stress when employ-
ees perceive that there are organiza-
tional sanctions for doing so.

Survey research exploring organi-
zational sanctions for cyberloafing is
mostly descriptive. Studies on cyber-
loafing indicate the type of sanctions
most likely to be used (e.g., American
Management Association, 2003) as
well as the degree that sanctions are
perceived as effective (e.g., Young
and Case, 2004) or favorable (Green-
field and Davis, 2002). Although the
cyberloafing literature has not ex-
plored the link between perceived
sanctions and subsequent cyberloaf-
ing, research on other counterpro-
ductive work behaviors suggests that
perceived organizational sanctions
are negatively related to behaviors
such as theft, tardiness, on-the-job
drinking or substance abuse, and slow
or sloppy work (Hollinger and Clark,
1982). Indeed, employees who do not
perceive severe sanctions for theft are
almost twice as likely to report high
levels of participation in theft from
their employer (Hollinger and Clark,
1983). Previous research has ex-
plored the main effects of perceived
organizational sanctions on counter-
productive employee behavior; how-
ever, we extend this research by ex-
amining organizational sanctions as a
moderating variable. That is, employ-
ees will be more reluctant to use cy-
berloafing as a means of coping with

role ambiguity and role conflict when
they perceive that there are sanctions
against this behavior. However, we do
not anticipate an interaction between
role overload and perceived sanc-
tions because employees are unlikely
to use cyberloafing to cope with role
overload given the nature of this
stressor, regardless of the level of
sanctions.

Hypothesis 4: Perceived organizational sanctions
will be negatively related to cyberloafing.

Hypothesis 5: Perceived organizational sanctions
will moderate the relationship between work stres-
sors (role ambiguity and role conflict) and cyber-
loafing; stressors will be more positively related to
cyberloafing when sanctions are perceived as un-
likely.

METHOD

Procedures and Sample

Participants consisted of 194 em-
ployed MBA students at a southeast-
ern university. To be eligible for the
study, participants had to be em-
ployed at least part-time and have ac-
cess to the Internet at work. Thirty-
two surveys were omitted because of
missing data or participants did not
meet the eligibility criteria, which re-
sulted in a final sample of 162. Dur-
ing class, participants completed a
survey regarding their demographics,
role stressors, perceived organiza-
tional sanctions for cyberloafing, and
the frequency they engage in cyber-
loafing. Participation was voluntary,
but as an incentive those completing
the survey were given a raffle ticket
for a drawing of a $25 gift certificate.
The drawing took place immediately
after completion of the survey so that
no identifying information was col-
lected, thus ensuring participants’ an-
onymity.

Fifty-nine percent of the partici-
pants were male (N 5 96) and the
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average age was between 26 and 35
years. The majority of participants
were white (80%), followed by Afri-
can American (7%), Asian American
(6%), other (5%), and Latino (2%).
Most worked for companies with over
500 employees (64%) and had an av-
erage tenure of 4.38 years. Partici-
pants held a variety of jobs including
supervisory (37%), financial (19%),
accounting (14%), engineering
(11%), miscellaneous (8%), infor-
mation technology (6%), sales (3%),
and education (2%).

Measures

Workplace Stressors. Role ambiguity
and role conflict were measured us-
ing scales developed by Rizzo et al.
(1970). The role ambiguity scale has
six items and the role conflict scale
has eight items. Role overload was
measured by adapting Caplan’s
(1971) nine-item Subjective Quanti-
tative Work Load scale. Items were
coded so that higher scores reflect
more role stress and were scored us-
ing a seven-point response scale rang-
ing from 1 5 very false to 7 5 very
true. Role ambiguity, conflict, and
overload had coefficient alphas of
.80, .78, and .87, respectively.

Perceived Organizational Sanctions.
Participants indicated the likelihood
of their employer administering six
different sanctions in response to cy-
berloafing using a five-point scale
ranging from 1 5 very unlikely to 5 5
very likely. Items were adapted from
the American Management Associa-
tion (2003) and included things like
verbal or written warning, discipline,
and taking away Internet/email priv-
ileges. This measure had a reliability
coefficient of .83.

Cyberloafing. This measure con-
tained eight items from Lim’s (2002)

cyberloafing scale and 14 that were
generated by the authors after review-
ing the cyberloafing literature (see
Appendix). To minimize the possibil-
ity of employees reporting legitimate
use of Internet and email systems
(i.e., while on break, before or after
work), we instructed them to only re-
port personal computing use during
regular working hours. Seven of the
items were dropped from the current
study because the majority of respon-
dents indicated that they never en-
gaged in that particular activity. Re-
spondents used a five-point scale to
specify the frequency they engaged in
cyberloafing, ranging from 1 5 never
to 5 5 a great deal. This scale had a
coefficient alpha of .84.

Control Variables. Certain charac-
teristics of the respondents were
measured to ensure the relationships
between the stressors and cyberloaf-
ing were not confounded. Past re-
search suggests that males are more
likely than females to abuse the Inter-
net (Morahan-Martin, 2001), thus we
controlled for gender. Likewise, we
controlled for age as individuals in
their late 20s to early 30s are more
likely to use the Internet (Reed et al.,
2005) and engage in Internet abuse
than older individuals (Morahan-
Martin, 2001). Next, we controlled
for tenure because research by Hol-
linger et al. (1992) found that em-
ployees with less tenure are more
likely to commit counterproductive
behaviors like theft. Internet experi-
ence was also measured as those who
are more skilled at using the Internet
use it more frequently, for longer per-
iods of time, and with greater ease at
work (Anandarajan et al., 2000). Fi-
nally, the percent of time the Internet
is needed to do employees’ jobs was
included because we expect that in-
dividuals who use the Internet regu-
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larly will have greater opportunity to
cyberloaf (Case and Young, 2002).

RESULTS

We performed a confirmatory fac-
tor analysis on the antecedents to de-
termine if they measured distinct
constructs. Our sample size pre-
cluded including the large number of
cyberloafing items in this analysis.
The results show that generally the
data fit the model well with a x2 (371)
5 638.62, p , .001, CFI 5 .92 and
RMSEA 5 .07. Although the RMSEA
is a little higher than optimal, it rep-
resents a reasonable error of approx-
imation (Kline, 2005). Therefore, we
continued our data analysis.

Descriptive statistics and correla-
tions among the study variables are
reported in Table 1. Correlational
analyses indicate gender (r 5 -.18, p
, .05) and age (r 5 -.14, p , .05)
were negatively correlated with cyber-
loafing, while Internet experience (r
5 .18, p , .05) and percent of time
Internet is needed to do job (r 5 .20,
p , .01) were positively related. Role
ambiguity was positively related to
cyberloafing (r 5 .17, p , .01), and
role overload (r 5 -.26, p , .001)
and perceived organizational sanc-
tions (r 5 -.30, p , .001) were nega-
tively correlated with cyberloafing.
Tenure and role conflict were not sig-
nificantly related to cyberloafing.

Table 2 contains the hierarchical
regression analysis used to test the hy-
potheses. The control variables were
entered first, followed by the stressors
in Step 2, organizational sanctions in
Step 3, and the interaction terms in
Step 4. The stressor and sanctions var-
iables were centered before forming
interaction terms and the multicolli-
nearity diagnostics indicated that all
variance inflation factor scores were

below 10, which suggests that multi-
collinearity is not an issue (Myers,
1990). In Step 1, the control variables
accounted for ten percent of the var-
iance in cyberloafing (p , .01), with
gender (b 5 -.18, p , .05) and per-
cent of time Internet is needed to
perform job (b 5 .16, p , .05) driv-
ing this effect. Thus, male employees
or those who spend more time using
the Internet to perform their jobs
were more likely to cyberloaf.

As indicated in Step 2, the work
stressors explained an additional 13
percent of the variance in cyberloaf-
ing (p , .001) beyond that attributed
to the control variables. All three
stressors were significant predictors
of cyberloafing. Employees were
more likely to cyberloaf when they
perceived role ambiguity (b 5 .21, p
, .01) or role conflict (b 5 .20, p ,
.05), which supports Hypotheses 1
and 2. In contrast, employees were
less likely to cyberloaf when they per-
ceived role overload (b 5 -.38, p ,
.001), thus supporting Hypothesis 3.
Step 3 shows that sanctions contrib-
uted five percent in unique variance
explained in cyberloafing (p , .001).
Sanctions negatively predicted cyber-
loafing with employees less likely to
participate in cyberloafing when they
perceived organizational sanctions
against it (b 5 -.23, p , .01), which
supports Hypothesis 4.

Both of the predicted interactions
were significant and added an addi-
tional eight percent of variance ex-
plained in cyberloafing (p , .001). As
shown in the interaction plot (see Fig-
ure I), employees were more likely to
respond to role ambiguity with cyber-
loafing when they did not perceive or-
ganizational sanctions against cyber-
loafing. A similar pattern emerged
for role conflict (see Figure II). In ad-
dition to the plots, we used simple
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slope analysis to examine the nature
of the interactions (Aiken and West,
1991). First, the regression equation
was restructured to represent the re-
gression of cyberloafing on role am-
biguity and role conflict at low and
high levels of perceived organiza-
tional sanctions. Low and high values
of sanctions were computed as one

standard deviation below the mean
and one standard deviation above the
mean, respectively. Then, the simple
slopes of the equations were evalu-
ated to determine if they differed
from zero. Results indicated that role
ambiguity (b 5 .17, p 5 .003) and
role conflict (b 5 .21, p 5 .001) were
only related to cyberloafing at lower

Table 2 
Results of Hierarchical Regression Analysis Predicting Cyberloafing 

 
Variable Cyberloafing 
 B S.E. β t  R2 ΔR2 

Step 1a      .10** .10** 

Gender -.23 .11 -.18* -2.13    

Age -.17 .10 -.17 -1.65    

Tenure .00 .00  .05    .54    

Percent of Time Internet  

Needed on Job 

 .00 .00  .16*  2.02    

Internet Experience  .09 .08  .09  1.13    

Step 2      .23*** .13*** 

Role Ambiguity  .13 .05  .21**  2.75    

Role Conflict  .12 .05  .20*  2.20    

Role Overload -.22 .05 -.38*** -4.44    

Step 3      .28*** .05*** 

Sanctions -.18 .06 -.23** -3.13    

Step 4      .36*** .08*** 

Role Ambiguity x Sanctions -.12 .06 -.16*  2.15    

Role Conflict x Sanctions -.15 .05 -.22** -3.03    

N = 162. aGender: 0 = male, 1 = female; Age: 1 = 18-25 years, 2 = 26-35 years, 3 = 36-45 years, 
4 = 46-55 years, 5 = 56-65 years, 6 = over 65 years; Internet experience: 1 = beginner, 2 = 
intermediate, 3 = advanced, 4 = expert. *p < .05; **p < .01; ***p < .001. 
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Figure I 

Interaction between Role Ambiguity and Perceived  
Organizational Sanctions on Employee Cyberloafing 
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Figure II 

Interaction between Role Conflict and Perceived  
Organizational Sanctions on Employee Cyberloafing 
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levels of organizational sanctions, but
not at higher levels (b 5 -.03, p 5
.703; b 5 -.05, p 5 .524, respectively).
In summary, Hypothesis 5 was sup-
ported.

Finally, we note that suppression is
occurring in the relationship be-
tween role conflict and cyberloafing
(Cohen and Cohen, 1983). The pair-
wise correlation between role conflict
and cyberloafing approaches zero,
but the regression weight is statisti-
cally significant. Systematically omit-
ting one variable at a time from the
regression equation revealed that
role overload is acting as the suppres-
sor. In addition, role conflict and role
overload were highly correlated (r 5
.52, p , .001), which also supports
the presence of suppression effects.
Role overload removed variance re-
flecting the number of tasks required
in a given time period from role con-
flict, which then revealed the real
contribution of role conflict to cyber-
loafing (Tzelgov and Henik, 1991).
Without role overload in the regres-
sion analysis, the relationship be-
tween role conflict and cyberloafing
would have been underestimated
(Cohen et al., 2003). Although re-
searchers have noted that suppressors
tend to be sample-specific and thus
may not generalize (Wiggins, 1973),
we believe role overload acts as a pro-
ductive suppressor because the inter-
actions are significant and in the hy-
pothesized form when role overload
is removed from the analysis.

DISCUSSION

Despite the prevalence and costs of
cyberloafing, previous research has
almost exclusively focused on describ-
ing this behavior versus identifying its
antecedents with the exception of the
work by Lim (2002), which examined

the relationship between organiza-
tional justice and cyberloafing. Al-
though there are many potential an-
tecedents of deviant work behaviors
(e.g., personality traits, norms, atti-
tudes, emotions), the current study
expands the literature by empirically
testing a theoretically-derived model
in which cyberloafing is a method of
coping with certain workplace stres-
sors. Results indicated that when em-
ployees perceived more role ambi-
guity or role conflict they were more
likely to respond with cyberloafing.
Conversely, they were less likely to cy-
berloaf in response to role overload.
However, employees were more likely
to cyberloaf in response to these stres-
sors when they perceived that organ-
izational sanctions for cyberloafing
were unlikely. The stressors and sanc-
tions variables as well as their inter-
actions added 26 percent of variance
explained beyond that attributed to
the control variables. It is important
to note that the effect size for mod-
eration in the current study is large
compared to what is typically found
in organizational research (Aguinis et
al., 2005).

Implications

Organizations that want to reduce
cyberloafing should implement stress
management programs. Although
the complete removal of stressors is
not feasible or desirable depending
on the nature of the work, there are
steps companies can take to reduce
stressors. This study indicates that
employees are more likely to cyber-
loaf when they perceive role ambi-
guity or conflict. Organizations can
reduce role ambiguity by clarifying
job expectations and duties through
job analysis, job design, training pro-
grams, and performance appraisal
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systems. With clear goals and expec-
tations, employees are less likely to
experience role ambiguity. Likewise,
prioritizing work duties so employees
know where to focus their efforts
when conflicting demands arise may
help reduce role conflict. Finally, or-
ganizations can also provide training
for managers to improve their man-
agement skills (e.g., time manage-
ment, scheduling, goal-setting, com-
munication), thus reducing the role
ambiguity and conflict their subordi-
nates experience.

Although cyberloafing decreases
with role overload, we caution against
increasing this stressor as a way to re-
duce cyberloafing because having too
much work is likely to be highly stress-
ful for employees (Perrewé et al.,
2005). Instead, we focus on the other
extreme of this relationship, that too
little work is related to more cyber-
loafing. Our results suggest that when
employees do not have enough work
to do, they turn to cyberloafing as a
means of passing time. Indeed,
Sharma and Gupta (2003/2004)
noted that increasing employees’
work tasks may be an effective means
of managing cyberloafing. Thus, or-
ganizations need to monitor not only
for high stress levels, but also for low
levels of workload if they wish to re-
duce cyberloafing.

Employers can also decrease cyber-
loafing by creating an electronic use
policy prohibiting this behavior and
imposing sanctions on employees
breaching this policy. An electronic
use policy should describe permissi-
ble and prohibited uses of email and
the Internet at work, any monitoring
or filtering software that will be used,
and sanctions for violations (Flynn,
2001). Employees should also sign an
acknowledgement that they received
and read the policy. Next, as the cur-

rent study suggests, the more likely
sanctions for cyberloafing are per-
ceived to be, the lower the likelihood
of employees cyberloafing in re-
sponse to stress in the workplace.
However, a survey conducted by Web-
sense (2002) found that less than 30
percent of surveyed companies disci-
pline, give verbal or written warnings,
or terminate employees caught cyber-
loafing.

Ironically, we must note a caveat in
our recommendations, which assume
that cyberloafing is undesirable. Al-
though cyberloafing carries with it
potential problems for organizations
(e.g., decreased bandwidth, legal lia-
bility), these problems may be offset
if it is a useful means of managing em-
ployee stress. As many as 82 percent
of employees report feeling stressed
at work (Marlin Company, 2001) and
the American Institute of Stress esti-
mates that stress costs U.S. organiza-
tions over $300 billion annually in re-
duced productivity and increased
absenteeism, turnover, accidents, and
medical and legal costs. Researchers
have suggested that cyberloafing may
be an effective way of escaping from
work stressors (Block, 2001; Lavoie
and Pychyl, 2001) and it can produce
positive outcomes, including stimu-
lating creativity and problem solving,
making long work hours tolerable,
and enhancing employee well-being
(Oravec, 2002).

Thus, we paradoxically feel that or-
ganizations need to consider the
trade-offs between the positive effects
cyberloafing might have on employee
well-being and productivity, and the
serious liabilities associated with it. If
future research demonstrates that cy-
berloafing is an effective means of
coping with stressors in the work-
place, employers with high stress jobs
may have to consider tolerating some
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amount of cyberloafing in order to
negate the effects of stressors. Like-
wise, future research should explore
the dimensionality of the cyberloaf-
ing construct. Some types of cyber-
loafing may be constructive in that
they lead to the aforementioned pos-
itive outcomes (e.g., visiting bulletin
boards may generate ideas for work-
related issues) while other types may
be destructive (e.g., viewing sexually
explicit web sites).

Limitations and Future Research

As with any empirical study, the
current one has limitations that must
be acknowledged. First, the data were
collected via self-reports and thus
may be susceptible to common
method bias. However, research
shows self-reports are accurate meas-
ures of behavior (Spector, 1992) and
that counterproductive work behav-
iors can be measured through self-re-
ports if participants are guaranteed
anonymity (Bennett and Robinson,
2000), which was provided in the cur-
rent study. In addition, individuals
are more likely to underreport partic-
ipation in sensitive behaviors in order
to impression manage or out of fear
of getting caught (Lee, 1993), which
suggests that our findings may be un-
derstated. Nevertheless, future stud-
ies may want to consider measuring
employee cyberloafing through other
methods such as monitoring software
or peer reports.

Second, the data for this study are
cross-sectional, which prevents causal
interpretations regarding the study
variables. Although our model is sup-
ported by theory and previous empir-
ical work, future research should in-
corporate longitudinal designs to
confirm the direction of the causal as-
sumptions made regarding work

stressors and cyberloafing in this
study. In addition, our sample con-
sisted of highly educated employees
(all were pursuing graduate degrees).
However, these participants may be
the appropriate sample for examin-
ing cyberloafing given that they are
more likely to have jobs with access to
the Internet. Nevertheless, this
study’s findings should be replicated
using more diverse samples to ensure
the generalizability of the results.
One interesting comparison may be
between salaried and hourly employ-
ees. Given the overlap between work
and non-work activities, especially for
salaried employees, cyberloafing may
be tolerated or even allowed in
exchange for the long hours and in-
creased productivity required of
these workers.

Future research should also ex-
plore the specific circumstances un-
der which cyberloafing is more likely
to be used as a coping mechanism
and how effective it is at preventing
negative outcomes resulting from
stressors. For instance, research
shows that when individuals appraise
stressors as threatening and believe
little can be done to change the situ-
ation, emotion-focused coping meth-
ods are used (Folkman et al., 1986).
Conversely, threatening stressors per-
ceived as controllable result in the
use of problem-focused coping. Cy-
berloafing should be used as a coping
method in situations that employees
perceive as unchangeable (e.g., im-
pending layoffs). Likewise, previous
research suggests that some coping
methods are more effective than oth-
ers at reducing strains. For example,
problem-focused methods such as
problem solving are related to satis-
factory outcomes and emotions
(Folkman and Lazarus, 1988), while
emotion-focused methods — like es-
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capist coping — are associated with
unsatisfactory outcomes and emo-
tions (Zellars et al., 2004). Cyberloaf-
ing may temporarily manage distress-
ful emotions associated with work
stressors, but it may not be an effec-
tive means to cope with them in the
long run.

Another direction for future re-
search is determining the role of co-
worker sanctions in predicting cyber-
loafing. Hollinger and Clark (1982)
found that informal co-worker sanc-
tions, such as discouraging or avoid-
ing the individual committing devi-
ance or informing those in authority,
carried more weight in reducing
counterproductive work behaviors
than did formal organizational sanc-
tions. That is, employee counterprod-
uctivity was deterred more by per-
ceived sanctions that could result
from co-workers than from the em-
ployer. Further, the study suggests or-
ganizational sanctions indirectly af-
fected counterproductivity by
influencing co-worker reactions to
these behaviors. Thus, future re-
search should investigate not only or-

ganizational sanctions for cyberloaf-
ing, but also co-worker sanctions and
the relationship between the two.

The Internet has changed the way
businesses operate by enhancing
global communication and infor-
mation dissemination. Unfortu-
nately, it also offers employees a con-
venient way of avoiding their job
responsibilities. The current study
expands our knowledge of the an-
tecedents of cyberloafing by dem-
onstrating that certain workplace
stressors induce a need to cyberloaf
while others do not. However, the
occurrence of cyberloafing in re-
sponse to work stressors is more
likely when employees perceive that
organizational sanctions for cyber-
loafing are unlikely. Employers seek-
ing to minimize the use of cyber-
loafing as a coping method need to
focus on reducing stressors through
managerial practices such as job
analysis, job design, training, and
performance appraisal, as well as en-
force strict sanctions for those
caught cyberloafing.

APPENDIX

1. Checked non-work-related email†
2. Sent non-work-related email†
3. Received non-work-related email†
4. Visited general news sites†
5. Visited stock or investment-related web sites†
6. Checked online personals
7. Viewed sports-related web sites†
8. Visited banking or financial-related web sites
9. Shopped online for personal goods†

10. Visited online auction sites (e.g., Ebay)
11. Sent/received instant messaging
12. Participated in online games*
13. Participated in chat rooms*
14. Visited newsgroups or bulletin boards
15. Booked vacations/travel
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16. Visited virtual communities*
17. Maintained a personal web page*
18. Downloaded music
19. Visited job hunting or employment-related sites
20. Visited gambling web sites*
21. Read blogs*
22. Viewed adult-oriented (sexually explicit) web sites*†

* Indicates items that were dropped from the current study.
† These items are from Lim (2002).
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